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Security Vision:
Comprehensive Architecture Approach
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Adaptive Threat Defense (ATD:

Technology Convergence
Increases Effectiveness and Efficiency

CON ITENI
CONITROL J'— \WORK
reyload NTELLIGENCE
Security bric Smarter Security

e Adelgiive
T IMESINDETENSE

Il--‘- | L, gl |

Virtuallzed .;rrl-r [1C - Operational Efficiency

]\J'—r\j\/gl‘)l/ e e g Epe EpE EpE EpE EpE EpE EpECEpE

leJF’O'

© 2004 Cisco Systems, Inc. All rights reserved. 3



Adaptive Threat Defense in Action
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Products, Services and Architecture Example
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Implementing Adaptive Threat Defense

Product Announcements

Products Application Security: Anti-X Containment and Control
s MultiEVector Iihreat s VialWware; VIS, » Accurate Prevention
dentiicaon Werm mitigaten lTechnologies In-Line IPS
» SSLL VPN Tunnel Client |« Cisco Secure Deskiop * Cisco NAC
* Fully Clientiess Citrix
* Application Inspection/: | « Enhanced In-Line IPS * Network Founaation:
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Implementing Adaptive Threat Defense
Product Announcements

Cisco.com

Appliances
Routers / Switches

Software



Value of Integrated Security System
Security is no longer an option... It’s a necessity

Cisco.com
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Security as an Option Security as INTEGRAL of a System
Security is an add-on Security is built-in
Challenging integration Intelligent collaboration
Not cost-effective Appropriate security

Cannot focus on core priority Direct focus on core priority
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